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Abstract: This pCR proposes updating Notes related to authentication of non-3GPP devices behind 5G-RG in Architectural Assumptions and KI#4.
1. Introduction
In current TS 23.316, definitions of AUN3 and NAUN3 devices are as follows:
Authenticable Non-3GPP (AUN3) device: A device that does not support NAS signalling, is connected to 5GC via a RG and can be authenticated by 5GC over the RG.
5GS specifications do not support a device using the same subscription to access 5GS as a UE and as an AUN3 device.
Non-Authenticable Non-3GPP (NAUN3) device: A device that does not support NAS signalling, is connected to 5GC via a RG and for which authentication with 5GC is not supported.
NOTE 1:	AUN3 and NAUN3 device can connect to RG through WLAN (collocated or not collocated with the RG) and/or wired Ethernet connections.
NOTE 2:	A device can operate as a UE over NG-RAN and as a AUN3 or NAUN3 via a RG, if the device implements UE functionality.
Whether a device is considered as AUN3 or NAUN3 may not depend on device capability, rather it depends on whether 5GC supports authentication for the device. For example, a device may support EAP authentication and if the device is authenticated by 5GC using EAP authentication, it can be considered as AUN3 (see 33.501 Annex Z). However, the same device may be still considered as NAUN3 if 5GC does not support authentication of the device or the device is not authenticated by the 5GC. In that sense, notes captured in Architectural Assumptions and KI#4 are misleading and may restrict implementation techniques of device identification potentially based on EAP method via external radius server. The same device, depending on operator configuration/support, may be supported via AUN3 device category or NAUN3 device category. We see no motivation to restrict the study on device capability, rather we propose to focus on relationship between the device and 5GC, and propose changes in the agreed assumptions and KI#4 notes.   
2. Proposal
This contribution proposes updates to Notes related to authentication of non-3GPP devices behind 5G-RG in Architectural Assumptions in clause 4.1 and in Key Issue #4 in clause 5.4 in TR 23.700-32.
Start of changes
[bookmark: _Toc93073656][bookmark: _Toc153818183][bookmark: _Toc157447950][bookmark: _Toc157692385]4.1	Architectural Assumptions
The architecture in this study should be based on the following assumptions:
-	The architecture, framework and the QoS model as specified in TS 23.501 [4], TS 23.502 [5], and TS 23.503 [6] are regarded as the baseline for this study.
-	Subscriber/subscription information will not be moved into a user profile and information from the user profile should not be used to override information in a subscription. For example, the slices and DNNs that are available to the UE do not change based on the user of the UE.
-	The subscription is a 5GS subscription.
-	When the user identifier applies to a human, only a single user identifier is active with a UE subscription at a given time and it is assumed that the specific user identifier is associated with all of the UE's traffic during the time that specific user identifier is active with the UE's subscription.
NOTE 1:	The identifier of the non-3GPP devices in this study might not be called a “user identifier”. A different name may be selected during the study.
NOTE 2: 	A user is considered active if the associated user identifier has been authenticated and authorized to use a linked subscription to access the 5GS. 
NOTE 3:	Authentication of non-3GPP devices behind 5G-RG by the 5GC (AMF) and separate NAS connections for each non-3GPP device is not assumed in this studyIt is assumed that the non-3GPP devices do not support 5G authentication (e.g. 5G-AKA) nor NAS behaviour.
-	The User Identifier and any subscription that it links to are assumed to be associated with the same PLMN (e.g. the operator that manages the User Identifier and the operator that manages the subscription is assumed to be the same).
-	For the case of non-3GPP device(s) behind a UE or 5G-RG, how a user identifier and any associated credentials are provisioned in a non-3GPP device, UE, or application is assumed not in scope of this study (e.g. the credentials need to be provisioned in the non-3GPP device by an operator, human user, or a 3rd party).
-	Application layer interaction between an application client of the UE and application server is assumed not in scope of this study.
Next change
[bookmark: _Toc153818402][bookmark: _Toc157692394][bookmark: _Toc153818395]5.4	Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG
[bookmark: _Toc153818403][bookmark: _Toc157692395]5.4.1	Description
This key issue will study whether and how 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG and whether and how to provide policy control for the traffic associated with individual non-3GPP devices.
The use case that is associated with this key issue is the case where non-3GPP devices behind a UE or 5G-RG need to be identified.
The objective of this key issue is how an identifier is used by the network to control the traffic to/from UE or 5G-RG when the traffic is associated with the non-3GPP devices. This objective differs from existing support for AUN3 devices in TS 23.316 [7] because the objective is to enable the non-3GPP devices to be identified and to use only the subscription of the UE or 5G-RG to access the 5GC (i.e. the UE or 5G-RG should have to maintain only a NAS Context itself and not for each non-3GPP device).
Solutions to this key issue will address:
-	whether and how the 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG. (e.g. in order to charge the individual non-3GPP devices),
-	whether and how to provide policy control for the traffic of individual non-3GPP devices connecting behind a UE or 5G-RG. Including whether and how to trigger policy control for the traffic of individual non-3GPP devices via PCF and NEF APIs, including whether and how to support concurrent services with differing QoS requirements launched by the different non-3GPP devices.
Editor's note:	It is FFS whether to include "whether and how the operator restricts the number of simultaneously active non-3GPP devices per SUPI (i.e. per subscription) " in this key issue.
NOTE 1:	Changes to the layer 1 or layer 2 protocols of non-3GPP devices are not in scope of this study. 5G authentication for non-3GPP devices behind 5G-RG is not assumed in this studyAuthentication of non-3GPP devices behind 5G-RG by the 5GC (AMF) is not assumed in this study.
NOTE 2:	Conclusions related to an 5G-RG should be shared with the Broadband Forum (BBF) and CableLabs. 
NOTE 3:	Solutions for Ethernet PDU Session should work in the presence of randomized MAC addresses.
End of changes
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